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7. Project 15408: Evaluation criteria for IT security

Partl: Introduction and general model

Part2: Security functional components

Part3: Security assurance components

Part4: Framework for the specification of evaluation methods and activities
Partb: Pre—-defined packages of security requirements

8. Project 18045: Methodology for IT security evaluation

9. Project 17825: Testing methods for the mitigation of non—invasive attack classes
against cryptographic modules

BoARER, BRWHRETTL X 5702

10. Project 19790: Security requirements for cryptographic modules

BoARER, BRWHRETTL X 5702

11. Project 20897-2: Physically unclonable functions Part2: Test and evaluation
methods
HiRE - O, BREWHKRETTLE I

12. Project 22216: Introductory guidance on evaluation for IT security

13. Project 23532-1: Requirements for the competence of IT security testing and
evaluation laboratories — Part 1 Evaluation for ISO/IEC 15408




14. Project 23532-2 Requirements for the competence of IT security testing and
evaluation laboratories — Part 2 Testing for ISO/IEC 19790

15. Project 23837-1: Security requirements, test and evaluation methods for quantum
key distribution - Part 1: Requirements

BEERR - AR, BEVWHBRETTL L S0

16. Project 23837-2: Requirements for the competence of IT security testing and
evaluation laboratories — Part 2 Test and evaluation methods

AEERR - AR, BEVWHSRETTL L S0 ?

17. Project 24485: Security properties, test and evaluation guidance for white box
cryptography

18. Project 24759: Test requirements for cryptographic modules
PARER, BBEWVHRETTL X 00?2

19. Project 29128-1: Verification of cryptographic protocol- Partl:Framework

20. Project 5891: A General Framework for Runtime Hardware Security Assessment

kR, BROHSRETTL X D002

21. Project 5895: Multi-Party Coordinated Vulnerability Disclosure and Handling
FHigEE, BREWHKRETTL L O MN?

22. Project 9569: Towards creating an extension for patch management for ISO/IEC
15408 and ISO/IEC 18045

23. PWI 5896: Cybersecurity assurance of complex systems based on ISO/IEC 15408

24. PWI 5908: ISO/IEC 15408 in the cloud



25. PWI 7677: Roadmap for the maintenance of ISO/IEC 15408 and ISO/IEC 18045

26. PWI 19792 Revision of ISO/IEC 19792:2009 Security evaluation of biometrics
AR, BEWHRETTLE S0

27. PWI 7680: Requirements for the competence of IT security conformance assessment
body personnel

28. NP 29128-2: Verification of Cryptographic Protocols — Part 2: Evaluation Methods
and Activities for Cryptographic Protocols

29. NP 29128-3: Verification of Cryptographic Protocols - Part 3: Evaluation Methods
and Activities for Protocol Implementation Verification

30. PWI 5888: Evaluation criteria for connected vehicle information security based on
ISO/IEC 15408

31. Maintenance

32. AOB: ISO/IEC 19790 Conference

33. AOB: NP Remote biometric identification systems
IHHEEE, TECTLEOBBEWHSRETTLE 900 ?
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